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he relationship between the me-
Tdia and the intelligence commu-

nity globally is vividly portraited
in the book Spinning Intelligence: Why
Intelligence Needs the Media, why the
Media Needs Intelligence. At the begin-
ning of their book, editors Professor
Robert Dover and Professor Michael
S. Goodman (2009) state that the re-
lationship between “intelligence agen-
cies, governments and the media” is
“fluid, contradictory and occasionally
supportive” The British Broadcasting
Services collaboration with the British
Intelligence Service in disseminating
anti-Soviet propaganda is one of many
examples illuminating this complex re-
lationship (Jenks, 2006). Media is often
used by intelligence agencies to spread
propaganda and information but is also
used as an important source of open
information. Although not all jour-
nalists are spies, intelligence officers
often work undercover as journalists,
allowing them to ask questions and be
“noisy” without giving rise to suspi-
cions (Braden, 1977). Indeed, media
is also in need of intelligence agencies,
for protection, but also for “leaks” from
intelligence agencies which gives media
material for reporting and discussions.

Many books and articles address
the relationship between intelligence
communities and the media. What has
emerged is a complicated and complex
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relationship influenced by several dif-
ferent factors. While both have many
similarities like collecting information
and working with sensitive intelligence,
they have two very different objectives.
While the media in democratic coun-
tries seeks to expose information and
contribute to public knowledge about
different matters, intelligence commu-
nities globally strive to keep their intel-
ligence, their modus operandi, and their
intentions a secret. At the same time,
reporters and journalists are highly vital
to the intelligence community. In 1996,
for instance, the Select Committee on
Intelligence of the United States Senate
had a briefing with respect to the Cen-
tral Intelligence Agency’s (CIA) use of
journalists and the clergy in its opera-
tions (Select Committee on Intelligence
of the United States Senate, 1996). One
of the individuals questioned at the
briefing, then CIA director John M.
Deutch, stated: “I, like all of my pre-
decessors for the last 19 years, have ar-
rived at the conclusion that the Agency
should not be prohibited from consid-
ering the use of American journalists
or clergy in exceptional circumstances”
(Select Committee on Intelligence of
the United States Senate, 1996).

While the relationship between
the media and intelligence communi-
ties in democracies is at least to some
degree established and based on mu-
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tual respect, valuing the medias desire
for openness and the intelligence com-
munities need for privacy and secrecy,
challenging conflicts do occur. One
such conflict is currently on display in
one of the world’s most free and demo-
cratic countries—Denmark. During the
writing of this paper in January 2022,
the former head of the Danish Military
Intelligence, Lars Findsen, remains in
Danish police custody accused of leak-
ing information to the media. Since this
incident, Danish media has published
several troublesome reports about
the country’s intelligence community.
The Danish Security and Intelligence
Service, at the same time, is trying to
censor Danish media from publishing
more news deemed to be of harm for
Denmark’s national security by the in-
telligence organization.

Intelligence Organizations
and Media

Ithough it was during the 1960s

the media (newspapers, radio

as well as television) began
to significantly cover various intelli-
gence matters, it is believed that already
during the Second World War, the me-
dia had showed interest in exposing
intelligence communities and state se-
crecies (Moran, 2011). Although this
relationship is highly important, it is
not without complications.

One aspect in the media-intel-
ligence relationship is how media is
used by the intelligence community as
a target of manipulation—that is, how
intelligence organizations deliberately

forward information to the media for
disclosure and publication. This infor-
mation may be false or true. What char-
acterizes them, however, are the inten-
tions of the intelligence organization,
which are to manipulate the media for,
in the eyes of the intelligence organiza-
tion, a superior purpose (Bakir, 2017).
For this objective, intelligence orga-
nizations either “leak” information to
media, or use journalists and reporters
connected to the intelligence commu-
nity or even in secret employed by them
(Magen, 2015). It is important to point
out, however, that the use of the media
by an intelligence organization is not al-
ways about manipulating the media. Us-
ing the media may be one way for the in-
telligence agency to show openness and
transparency. The fact that most intelli-
gence organizations today have a media
department or a media liaison should
be understood not only as a mean to
show openness, but also for intelligence
organizations to have access to the me-
dia. The intelligence communities’ con-
tact with media, and how transparent
they are, is thus highly calculated (Tei-
rila, 2016). Shpiro (2001), for example,
in discussing German intelligence, the
Bundesnachrichtendienst (BND), de-
scribes their relationship with the me-
dia as “defensive openness,” meaning
that "a limited amount of openness is
maintained toward the media in order
to influence media content.”

The other aspect of the media-in-
telligence relationship, is media’s role
as a watchdog, thus investigating and
reporting on the state and not least, its
intelligence community (Bakir, 2017;
Teirila, 2016). While the intelligence
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community tries to maintain control
over the media, neither confirming or
denying events; they also regularly try
to censor the media (Bakir, 2017; Mo-
ran, 2011). In Israel, for instance, the
Israeli Military Censorship (IMC) has
extensive legal powers to not only shut
down media, but also order materials in
the media to be deleted. All Israeli me-
dia are also obligated to submit materi-
al discussing matters related to national
security to the IMC before publication
(Shpiro, 2001). This is, of course, much
different in more democratic states. In
countries like Norway, Denmark, and
Sweden, for example, there are no such
laws. The freedom of press is very strong
in these countries. The media-intelli-
gence relationship is thus highly related
to the form of government.

While being a watchdog is one of
media’s democratic obligations (Shpiro,
2001), it is not without risk. In 1984, two
terrorists were killed by Israeli security
personnel after they had initially been
arrested. A newspaper later revealed this
atrocity, and that a secret inquiry was
ongoing. For reporting this, the news-
paper was shut down for several days
(Magen, 2015). In Germany, the BND
has through the years tried to stop pub-
lication of several articles and books for
being critical to them (Shpiro, 2001). In
the U.S,, different administrations have
taken tough positions towards “leaks”
to the media with respect to intelli-
gence and security matters (Hillebrand,
2012). During the 1990s, for instance,
the CIA tried to humiliate and destroy
the credibility of a journalist for reveal-
ing that the CIA, in cooperation with
the Contras, had been bringing cocaine

into the U.S. (Bakir, 2017). Media out-
lets, as well as individual journalists,
risk being labelled “enemy of the state”
when reporting on the intelligence
community. Medias important role in
overseeing the intelligence community
is though clearly shown in an article by
Loch K. Johnson (2014). He examined
10 intelligence failures and scandals in
the U.S. and showed that high media
coverage of an event also contributed
to high oversight by Congress. Even
though this important role of the me-
dia is acknowledged, most examples of
collusions between the media and in-
telligence communities are from before
the 1990s. This current piece adds to
the current knowledge of the media-in-
telligence relationship with an example
from Denmark in 2022.

The Danish Intelligence
Community

here are currently two major na-

I tional intelligence organizations
active in Denmark, the Danish
Security and Intelligence Service (Pol-
itiets Efterretningstjeneste (PET)) and
the Danish Defence Intelligence Service

(Forsvarets Efterretningstjeneste (FE)).

Prior to the Second World War,
the Danish Security Police (SIPO) was
established as part of the Danish Po-
lice. SIPO was dissolved in 1947 and re-
placed by the Intelligence Department
of the National Police Chief (REA),
which had been established in 1945. Six
years later, in 1951, the PET was estab-
lished (PET, 2022a). The main objective
of the PET is to counter and prevent
“threats to freedom, democracy and
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security in Danish society.” The three
main threats to the Danish national
security, according to PET, are terror-
ism, political extremism, and espio-
nage. Several different institutions con-
duct supervision and oversight of PET,
among them the Ministry of Justice, the
Parliament, and the Danish Intelligence
Oversight Board (TET) (PET, 2022b).
As of June 1, 2015, the head of the PET
is Finn Borch Andersen.

During the Second World War
there were two intelligence divisions
in the Danish Military: the Intelligence
Section of the General Staff, which was
established in 1911, and the Intelligence
Section of the Naval Staff. In 1950, these
two sections were combined, creating
the Intelligence Department. In 1967,
the FE was established (West, 2008,
2015). The FE is Denmarks military
intelligence and security, as well as its
foreign intelligence organization. It is
divided into six departments, and its
main objective is to “prevent and count-
er threats against Denmark and Danish
interests” (FE, 2022a). The Danish sig-
nal intelligence as well as cyber securi-
ty and cyber operations, are also part
of the FE (2002b). The oversight of FE
is foremost conducted by the TET, but
just like PET, several other institutions
also share oversight responsibilities for
the FE. The current head of the FE is
Svend Larsen.

The Case of Lars Findsen

ars Findsen, born in 1964, was
Lthe head of the PET between 2002
and 2007 before relocating to the
Ministry of Defence. In 2015, he was

appointed to the head of the FE, a po-
sition he held until August 2020 when
he was suspended. The Danish Intelli-
gence Oversight Board claimed that the
FE had not only had withheld vital in-
formation from the board, but also pro-
vided them with incorrect information
(TET, 2020). In December 2021, a com-
mission that investigated the criticism
forwarded by the TET acquitted both
the FE as well as Findsen (Krog, 2021).

On December 9, 2021, the PET
issued a press release stating that four
members of the Danish intelligence
community had been arrested the day
before for leaking information. The
press release stated: “They have been
charged with violation of Section 109(1)
of the Danish Criminal Code by having
imparted highly classified information
from PET and DDIS” (PET, 2021).
DDIS is the acronym for the Danish
Defence Intelligence Service, which is
the same as the FE.

The four arrestees were later de-
tained and their identities, according to
Danish law, withheld from the public.
On January 10, 2022, the court allowed
the names to be published, and one of
arrestees was Lars Findsen (Ryrsé et al.,
2022). The media reported that Findsen
had been under surveillance for a long
time before being arrested (Fastrup et
al., 2022). Exactly what Findsen is ac-
cused of is unknown, but he is being
detained for violating §109 of the Dan-
ish Criminal Code, which states that an
individual who discloses information
related to “secret negotiations, delib-
erations or resolutions of the state or
its rights in relation to foreign states,
or which has reference to substantial
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